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Why outsourcing? 

Danuta Pajewska, Paweł Mazur 

Outsourcing continues to be an appealing solution for businesses. But for it to generate 

benefits rather than legal problems, a number of issues must be analysed—from the liabil-

ity rules governing the parties to issues of state aid and data protection.  

The concept behind outsourcing is to ration-

alise costs by drawing on the services and 

resources of specialised external firms. By 

outsourcing, businesses benefit from the 

knowledge and experience of professionals in 

the given area without having to invest in an 

in-house unit. It is easy to find an external 

contractor that will execute less-complex 

tasks, usually technical and repetitive, without 

having to create dedicated in-house positions 

and a system for managing them. And in capi-

tal groups, companies sometimes needlessly 

duplicate the same tasks, which ends up being 

more expensive than if these tasks were per-

formed by one unit, either external or inter-

nal. 

The tasks companies outsource most often 

are associated with IT systems and HR man-

agement (e.g. recruitment, payroll, training, 

and personnel records), sales and marketing, 

customer service (call centre), accounting and 

administration (bookkeeping, invoicing and 

purchasing), and logistics (e.g. transport, dis-

tribution, warehousing and order completion). 

The outsourcing services market is one of the 

fastest-growing sectors of the Polish econo-

my. An estimated over 560 centres employ 

about 170,000 people and the forecast for the 

end of the year is for an increase in employ-

ment by another 10,000–20,000. Investors 

choose Poland as a location for services due 

to the proximity of potential customers in 

Western Europe, a large supply of skilled per-

sonnel with a particularly good knowledge of 

foreign languages, relatively low labour costs, 

and good modern infrastructure. Kraków was 

recognised in the Tholons Top 100 Outsourc-

ing Destinations 2016 report as the best Eu-

ropean city for outsourcing services and 9th 

globally, and two other Polish cities—Warsaw 

(25th) and Wrocław (58th)—were among the 

world’s top 5 movers. Kraków accounts for 

about 25% of the market for modern business 

services in Poland, with about 40,000 people 

employed there in that sector. 

Outsourcing agreement 

When planning and performing outsourcing, 

it is crucial to clearly specify the purpose of 

the outsourcing, provide an analysis of the 

involved costs, benefits and risks, determine 

the exact extent of outsourced tasks, and en-

sure that the terms of the contract with the 

external service provider are properly struc-

tured. 

The contract should guarantee the out-

sourcer’s right to oversee the execution and 

outcome of outsourced work, contain provi-

sions for protection of data and personal in-

formation as well as clear rules for the use of 

the outsourcer’s premises and equipment by 

the business performing the outsourced tasks, 

and clearly define the terms and procedures 

of contract termination. Liability issues are 

equally important, as they govern the corpo-
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rate responsibility of the outsourcer’s man-

agement board for contracting out the tasks. 

The scope of liability of the service provider 

is governed by the terms of the contract and 

is only constrained by rules of civil law pro-

hibiting an exclusion of liability for intentional 

injury. In other respects the parties to the 

contract can freely determine the scope of 

liability for non-performance or improper 

performance of services, and possibly provide 

for contractual penalties so long as they are 

reasonable. The amount of a contractual pen-

alty is not tied to the actual amount of the 

loss, but if the outsourcer wants to ensure the 

right to seek damages in excess of the con-

tractual penalty this must be stated in the con-

tract. 

When outsourcing services are governed by 

specific laws and overseen by an industry reg-

ulator, both sides to the outsourcing contract 

must ensure absolute compliance with the 

applicable regulations. 

Selection of service provider 

A series of regulations opening up access to 

certain professions have recently come into 

force. This means, on the one hand, that the 

supply of specialised services will increase, 

but, on the other, it creates the need to exer-

cise particular diligence when selecting an 

outside contractor, as an incorrect choice may 

entail negative consequences for the out-

sourcing company and members of its gov-

erning bodies. The risks of outsourcing pri-

marily involve the risk of harm to reputation 

and the connected risk of losing customers, as 

well as the risk of civil and criminal liability of 

the company and the members of its man-

agement board. Contracting out certain tasks 

does not mean that the liability for perform-

ing them is shifted to the contractor. On the 

contrary, it makes it necessary to manage the 

risk of liability to customers or employees for 

actions by the outside third party. 

When outsourcing accounting services it 

should be kept in mind that the manager of 

the in-house unit overseeing these services 

remains responsible for the execution of ac-

counting tasks also when they have been en-

trusted to an outside contractor. If the unit is 

managed by a group of people and there is no 

single individual bearing overall responsibility, 

then that responsibility is shared by all group 

members. 

It is important to specify in the outsourcing 

contract the scope of entrusted tasks and the 

related rights and obligations of both parties. 

This can be vital for determining whether the 

contractor’s obligation is to make its best ef-

forts or to achieve a particular result. If the 

services are of poor quality, this poses a risk 

also for the outsourcer, as in most cases it will 

not be a defence that it contracted the ser-

vices out to a third party. Therefore, the out-

sourcer should secure for itself in the contract 

the right to continual supervision of the per-

formance of the outsourced services and the 

right to receive real-time information on the 

progress of performance. Depending on the 

nature of the services, it should establish  

a contingency plan in case the contractor runs 

into difficulties in delivering the services. It is 

also necessary to decide in the contract 

whether the service provider may subcontract 

the performance of the services, and if so, 

under what conditions and on whose respon-

sibility. 

Data protection 

The Personal Data Protection Act provides 

for criminal sanctions for unauthorised re-

lease of personal data, failure to adequately 

protect personal data, or non-registration of 

personal data processed by the data control-

ler. In addition to criminal liability, there is 
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also a risk of civil liability for personal losses. 

It is therefore necessary to determine to what 

extent the external contractor will have access 

to legally protected information concerning 

customers and to ensure that this information 

is properly protected. The outsourcing con-

tract should expressly state that personal data 

has been entrusted for processing only to the 

extent specified in the contract and obligate 

the external contractor to meet the organisa-

tional and technical requirements provided 

for data controllers. The outsourcer is re-

sponsible for data processing performed by 

external contractors. 

Adequate protection of classified data such as 

corporate or professional secrets and other 

confidential information must also be en-

sured. If the performance of outsourced ser-

vices necessitates transferring this type of 

data, it should be done cautiously, to the ex-

tent justified by the type of outsourced ser-

vices, and providing the outsourcer the ability 

to inspect the classified-data protection sys-

tem. (For more on data protection aspects of 

outsourcing, see also the articles “New era for 

personal data protection” and “Transfer of 

personal data to the United States: Privacy 

Shield v Safe Harbour.”) 

State aid 

Companies intending to establish an out-

sourcing hub may be interested in related 

financial incentives, particularly those based 

on location. Investors should consider the 

benefits of setting up business in a special 

economic zone, taking advantage of assistance 

programmes, obtaining reimbursement for 

the costs of equipping work stations or 

providing training, and accessing direct aid. 

Doing business in a special economic zone 

under a licence provides the opportunity for 

exemption from corporate income tax. How-

ever, it should be noted that licences are not 

granted to businesses engaged in regulated 

activities (particularly financial institutions). 

Poland is one of the largest beneficiaries of 

EU funds in 2014–2020. These funds are 

distributed to businesses through assistance 

programmes. The assistance may be allocated 

to various business projects. Businesses can 

apply for assistance through competitions 

organised by the implementing institutions 

and receive the funds under an agreement 

signed with the institution. 

Reimbursement of the costs of equipping 

work stations is available if the employer 

meets certain criteria, for example hiring peo-

ple registered as unemployed, submitting an 

application to the local authorities and signing 

an agreement with the municipality. The ben-

eficiary is required to maintain employment at 

subsidised positions for a specified period. 

It is possible to receive a partial refund of 

training costs (up to 80% but not more than 

three times the average monthly wage) on the 

basis of a training proposal submitted to the 

county administrator, after conclusion of the 

relevant agreement. The subsidy does not 

usually exceed 50% of the training costs. 

Obtaining direct aid is possible on the basis of 

a proposal adopted individually for a specific 

project by the Council of Ministers for in-

vestment and employment costs. Direct aid is 

granted following negotiations which are not 

restricted in scope or duration, concluding in 

signing of the relevant agreement. Such aid 

must be notified to the European Commis-

sion. 
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Outsourcing no escape from liability  

for telemarketing without consent 

Rafał Kuchta 

The Supreme Court of Poland ruled on 17 February 2016 that an entity conducting direct 

marketing using automated generating systems (in that case SMS ads) is liable for failure to 

obtain consent from recipients also when it has contracted out the marketing to an external 

firm. 

The case involved a marketing campaign by  

a telecom operator which sent text messages 

to its subscribers in 2010–2011 encouraging 

them to participate in a promotional lottery. 

Poland’s telecom regulator, the president of 

the Office of Electronic Communications 

(UKE), fined the operator PLN 5 million for 

conducting direct marketing using automated 

generating systems without the consent of the 

recipients. 

The fine was imposed pursuant to Art. 

209(1)(25) of the Telecommunications Law of 

16 July 2004, under which any person (and 

therefore not just a telecom company) who 

does not comply with the obligation to obtain 

the consent of the subscriber or end user pur-

suant to Art. 172 of the Telecommunications 

Law is subject to a fine. Under Art. 172(1), 

use of automated generating systems (and 

from the end of 2014 also end-user telecom-

munications devices) for direct marketing 

purposes requires the prior consent of the 

subscriber or end user. 

In other words, simply put, conducting mar-

keting campaigns addressed to specific per-

sons by telephone (e.g. SMS) or computer 

(e.g. e-mailing) requires the user’s consent 

before sending the person ads or offers. It 

should be stressed that under the Telecom-

munications Law, such consent cannot be 

implied or presumed from some other state-

ment (for example concluding a contract to 

use the services of the advertised firm). Such 

consent may be given by electronic means (on 

condition that it is recorded and is confirmed 

by the user), but the user must have the op-

tion of withdrawing consent at any time, easi-

ly and without any fees. 

In this case, the regulator found that the tele-

com operator had violated these regulations 

because it did not obtain any consent from 

the recipients of the marketing, and this justi-

fied imposition of the fine. The telecom did 

not agree with the decision and challenged it 

in court. The telecom argued in its defence 

that it was not liable for failure to obtain the 

users’ consent because it had hired an outside 

firm to conduct the marketing, and therefore 

it was the contractor that should be liable for 

any violations. 

Because of doubts raised by this issue, the 

appellate court submitted a legal question to 

the Supreme Court, which by resolution dated 

17 February 2016 (Case III SZP 7/15) ruled 

that a fine based on these regulations may 

also be imposed on a telecom which has 

“contracted with another entity using auto-

mated generating systems for the purpose of 
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direct marketing of the services of the tele-

com among its subscribers or end users, using 

a supplied database of telephone numbers.” 

This ruling appears to be universal and essen-

tially applies to any entity contracting out tel-

emarketing to another firm, particularly con-

sidering that in the oral justification for the 

ruling delivered by the court, as reported at 

the UKE website, the Supreme Court stressed 

that the prohibition under Art. 172(1) of the 

Telecommunications Law is broadly applica-

ble in terms of the entities it covers. Moreo-

ver, it should be assumed that this liability 

applies also to outsourcing of marketing via 

end users’ telecommunications devices  

(a broad category covering most devices con-

nected to a telecommunications network, 

such as computers and phones). The dispute 

in which the Supreme Court issued its resolu-

tion arose under the prior law, but the only 

change since then in Art. 172(1) of the Tele-

communications Law consisted in adding to 

this provision the words “end-user telecom-

munications devices.” Thus the holding by 

the court is universal in nature. It does not 

appear that liability in this case depended on 

the specific technical means used for the mar-

keting. 

However, one should be cautious in conclud-

ing that in the case of outsourcing of market-

ing to a third party, liability for failure to ob-

tain the required consent will always be borne 

by the party contracting out this service. The 

ruling by the Supreme Court was issued under 

a specific set of facts, and it also appears from 

the oral grounds for the ruling that in this 

case the contractor conducting the marketing 

used a database of recipients provided by the 

other party and was not authorised to verify 

the database. It cannot be ruled out that if the 

telecom had imposed more extensive obliga-

tions on the contractor with respect to prepa-

ration of the marketing campaign, e.g. a duty 

to obtain the consent of the recipients, then it 

would nonetheless be the contractor that 

would be liable for any irregularities. But for 

now it is difficult to evaluate the significance 

of the Supreme Court resolution for direct 

marketers. The written justification for the 

ruling, which should be published in the near 

future, will no doubt be highly instructive.  

 

 

 

New era for personal data protection 

Sylwia Paszek, Agnieszka Szydlik, Katarzyna Żukowska 

Work is underway on a General Data Protection Regulation for the EU. The changes ex-

pected in the new legislation will be important for outsourcing companies. Among the 

planned changes, there will be severe sanctions for violation of data protection regula-

tions.

On 17 December 2015, the European Parlia-

ment’s Committee on Civil Liberties, Justice 

and Home Affairs voted in favour of the pro-

posed Regulation of the European Parliament 

and of the Council on the protection of indi-

viduals with regard to the processing of per-
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sonal data and on the free movement of such 

data. The draft adopted is the result of several 

years of legislative work, discussions among 

stakeholders, and weighing of competing pri-

orities. The proposal is a point of departure 

for further legislative work and may undergo 

further modifications. Nonetheless, it gives  

a clear picture of the General Data Protection 

Regulation which is soon expected to become 

law. A major reform of the data protection 

system throughout the European Union is 

about to take place. 

When enacted, the General Data Protection 

Regulation, as it is known, will apply directly 

in the member states of the European Union, 

superseding the Data Protection Directive 

(95/46/EC) and its implementations in na-

tional law (in Poland, the Personal Data Pro-

tection Act of 29 August 1997). 

In this article we highlight selected changes to 

be introduced when the General Data Protec-

tion Regulation is adopted and enters into 

force which may be particularly important for 

the outsourcing sector. 

Scope of application of the regulation 

The regulation is to apply to processing of 

personal data when the processing occurs in 

the context of the activity of a data controller 

or data processor based in the EU, regardless 

of whether the processing occurs in the EU. 

This means that it will be necessary in each 

case to analyse the factual circumstances un-

der which the controller processes data.  

The regulation will also apply to processing of 

data of entities from the EU by a data con-

troller or processor based outside the EU, if 

the processing is connected with offering of 

goods or services (including free of charge) or 

observation (monitoring) of the behaviour of 

data subjects, if the monitoring occurs in the 

EU.  

The regulation contains a number of new 

solutions designed to make it easier to con-

duct business operations in compliance with 

data processing rules. These include: 

 Application of a single regulation in 

all EU countries—the same legal and 

business solutions may be applied across 

numerous jurisdictions 

 One-stop–shop rule, under which  

a business will be subject to oversight by 

only one national data protection authori-

ty, even if it operates in numerous EU 

countries 

 Risk-based approach, which can mod-

erate the obligations of a data controller 

depending on the actual risk to data pro-

tection presented by the data controller’s 

operations.  

Data controllers and processors  

The draft regulation addresses the require-

ments for entities processing data more spe-

cifically than the current law. For example, 

the controller is required to select an entity 

providing adequate guarantees of implemen-

tation of appropriate means and technical and 

organisational procedures so that processing 

of the data meets the requirements of the 

regulation. It also specifies the elements that 

must be established in the agreement between 

the data controller and the data processor.  

Notification of data protection breaches  

The draft regulation imposes on data control-

lers an obligation that does not exist under 

current law to notify the supervisory authority 

(in Poland, the Inspector General for Person-

al Data Protection—GIODO) of a breach of 

personal data protection. The notification 

must be made without undue delay, but no 

later than 72 hours after the event. If this 

deadline is not met, the reasons for the delay 
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must be explained. The notification must in-

clude, at least, a description of the nature of 

the breach, including the categories and num-

ber of data subjects potentially affected, the 

identity and contact details of the data protec-

tion officer or other contact point where 

more information can be obtained, the antici-

pated consequences of the breach, and the 

measures proposed or taken to minimise or 

eliminate the negative consequences of the 

breach. If complete information cannot be 

provided immediately, it should be supple-

mented when possible, along with documen-

tation of remedial measures so that the super-

visory authority can verify that they are prop-

er and adequate. Data processors will be sub-

ject to a similar notification obligation in the 

case of a breach, but they should notify the 

data controller. 

The data controller also has to notify the data 

subject of a breach of data protection, provid-

ing an understandable description of the 

breach, the potential consequences, and the 

remedial measures. This notice will be re-

quired only when the breach carries a high 

risk of infringement of the rights and free-

doms of the data subject. The data controller 

will be released from the requirement to noti-

fy data subjects if it has implemented techno-

logical and organisational measures to protect 

the data affected by the breach, particularly by 

rendering the data unintelligible to third par-

ties (e.g. through encryption), where the 

measures taken by the controller have elimi-

nated the risks to the rights and freedoms of 

the data subjects, and where the notification 

of data subjects would be disproportionately 

burdensome to the contractor (in which case 

the direct notification of data subjects can be 

replaced by public announcements or other 

means with similar effect). 

The obligation to report data breaches is  

a major change from current law. Now data 

controllers and processors do not have to 

disclose such events. Outside of the public 

eye, they make their own choice of remedial 

measures according to their capabilities. Any 

inadequacies or incompleteness in the solu-

tions they adopt may only be identified in the 

event of an inspection by GIODO. The pro-

posed model will ensure that in the event of  

a breach, the data controller will implement 

remedial measures in close dialogue with 

GIODO and under GIODO’s supervision. 

This will reduce the risk that measures will be 

used that are not adequate to the nature of the 

breach. 

Sanctions for violating data protection 

regulations 

The current law in Poland provides sanctions 

for violation of data protection regulations 

(for petty offences and criminal offences), but 

their application is typically limited to liability 

for a petty offence (not very severe), while it 

is exceedingly rare for criminal responsibility 

to be imposed (because the societal harm of 

the act is deemed to be low). Thus there is an 

absence of a proportionally severe sanction to 

be applied even in the case of small-scale vio-

lations. 

This gap will be filled by administrative fines 

imposed by GIODO. The amount of the 

fines would reflect such factors as the nature, 

gravity, duration and consequences of the 

violation, the degree of fault, the infringer’s 

responsibility for implementing proper tech-

nical and organisational measures, the remedi-

al actions taken to limit or eliminate the nega-

tive consequences of the violation and coop-

eration with GIODO in this respect, previous 

violations, and the manner in which GIODO 

learned of the violation.  
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The maximum fine, depending on the nature 

of the violation, would be EUR 10 million or 

20 million, or in the case of an enterprise, 2% 

or 4% of its total annual revenue in the pre-

ceding year. The member states are to adopt 

executive regulations concerning inspection 

proceedings and procedures for imposing and 

enforcing penalties, which should be propor-

tionate but severe enough to act as a deter-

rent. 

Data controllers and processors would also be 

liable (based on fault) for injury caused by 

unlawful processing of data. Any person who 

suffers material or non-material damage  

as a result of unlawful processing of personal 

data may demand compensation. The data 

controller’s liability is limited to cases where it 

has violated the regulation, while the data 

processor’s liability is limited to violation of 

the provisions of the regulation addressed 

specifically to data processors or for acting 

contrary to the data controller’s instructions. 

The controller and the processor would bear 

joint and several liability for the same occur-

rence, but could assert claims for recourse 

between one another. 

 

 

 

 

Transfer of personal data to the United 

States: Privacy Shield v Safe Harbour 

Sylwia Paszek 

Invalidation of the Safe Harbour decision created a gap in the system for transfer of data 

from Europe to the US. The question arose of how to evaluate the legality of existing data 

transfer practices based on Safe Harbour, and what rules to apply in the resulting vacuum. 

On 6 October 2015 the Court of Justice of 

the European Union ruled that registration by 

American companies obtaining personal data 

under the Safe Harbour system is not suffi-

cient grounds for transferring personal data 

from the EU to the US. The court held that 

the requirements of that programme did not 

ensure an adequate level of data protection, 

and therefore more restrictive security 

measures than those provided by Safe Har-

bour are required.  

Doubts as to the adequacy of Safe Harbour 

had been building for years, and mostly re-

sulted from the absence of a mechanism for 

involving the US administrative and judicial 

system in guaranteeing and enforcing data 

protection, as well as the practically unlimited 

possibility of subcontracting the processing of 

personal data to entities operating outside of 

the Safe Harbour system. 

The operational paralysis following invalida-

tion of Safe Harbour required the involve-

ment of stakeholders as well as measures to 

restore trust in the transatlantic flow of data 

after reports of surveillance from 2013, and 

development of new rules. 



11 
 

When the European and American sides be-

gan working on filling the gap left by Safe 

Harbour, the parties had already reached an 

“umbrella agreement” (the European Com-

mission announcement on completion of the 

negotiations begun in 2011 was published on 

8 September 2015). It establishes at a high 

degree of generality the legal framework for 

cooperation between the parties in protection 

of personal information relating to the pre-

vention, investigation, detection and prosecu-

tion of criminal offences, including terrorism. 

The umbrella agreement includes such mech-

anisms of protection as:  

 Limitation of data processing to clearly 

defined purposes  

 Obligation to obtain consent of the na-

tional data protection authority of the 

country originally providing the data in 

the case of onward transfer of data be-

yond the EU or US  

 Prohibition of retaining data beyond the 

period needed for processing of the data  

 Right of data subjects to access and recti-

fy their data  

 Duty to notify breaches of data protec-

tion rules  

 Right of data subjects to pursue claims 

arising out of data violations in the coun-

try where the violation occurred (within 

the EU or the US).  

As indicated, the umbrella agreement has very 

limited application, as it is generally addressed 

only to law enforcement authorities. Thus it 

replaces Safe Harbour only to a small degree. 

But it cannot be ignored that the agreement 

provides for a system of enforcement of data 

protection rights that did not exist before in 

relations between the EU and the US, and 

also recognises the primary of European prin-

ciples. 

Then, on 29 February 2016, the European 

Commission announced that together with 

the US Department of Commerce it had 

completed negotiations of the rules for trans-

atlantic exchange of personal data for com-

mercial purposes, i.e. de facto it had completed 

work on a mechanism to replace Safe Har-

bour.  

The negotiations resulted in publication of  

a draft adequacy decision—Commission Im-

plementing Decision pursuant to Directive 

95/46/EC of the European Parliament and 

of the Council on the adequacy of the protec-

tion provided by the EU-US Privacy Shield.  

Both the draft decision and the texts imple-

menting the rules for safe transfer of data 

include rules for data transfer which must be 

observed by businesses, as well as written 

assurances by the US government concerning 

enforcement of the arrangements, including 

guarantees and limitations on access to data 

by public authorities.  

The Commission confirms that the level of 

data protection after adoption of the rules will 

be adequate: the guarantees in force in the 

case of the flow of data between the EU and 

the US under the new rules will be the same 

as the standards for data protection within the 

EU. This will be achieved through: 

 Strong obligations on companies and 

robust enforcement  

 Tighter conditions for onward transfer of 

data by businesses participating in the 

programme 

 Ensuring transparency in access to per-

sonal data by the US government, includ-

ing enabling Europeans to pursue claims 

against American intelligence services 
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 Implementation of several mechanisms 

for redress of claims (including a fixed 

deadline for companies to respond to 

complaints, arbitration and other forms 

of ADR) 

 Annual joint review mechanism under 

which the parties will monitor the func-

tioning of the rules for safe transfer of 

data and other issues. 

It will still be some time before the final ver-

sion of the decision is issued and it enters into 

force. On the EU side the draft decision must 

be approved by representatives of the mem-

ber states and presented to the Article 29 

Working Party (composed of the EU’s na-

tional data protection authorities) for an opin-

ion. The American side must prepare the pro-

cedures and instruments necessary to ensure 

the enforceability of the Privacy Shield pro-

gramme.  

 

 

 

Reductions in employment  

in joint ventures by competitors 

Dr Szymon Kubiak 

In today’s knowledge-based economy, consolidations of enterprises are common—

sometimes even between competitors. Employment reductions are a natural part of any 

consolidation, but are a source of legal risks for merging competitors. Such risks are hard 

to eliminate, but does it have to end in stalemate? 

Imagine a joint venture planned between en-

terprises that have so far been competitors. In 

numerous jurisdictions, including Poland, 

each company plans to consolidate its main 

line of business with similar activity conduct-

ed by a competing firm. 

It may come as a surprise to many people to 

learn that in such a case, the most interesting 

and most problematic issues may not lie in 

the field of competition law, but in the field 

of employment law. This occurs particularly 

when at the level of the holding companies 

whose subsidiaries are creating the joint ven-

ture a global transaction framework agree-

ment is entered into specifying such items as 

the maximum number of employees from 

each of the entities who can join the newly 

created joint entity in each country covered by 

the agreement. In the case of our hypothetical 

client, let us suppose that this number is 

smaller than the number of persons currently 

working at the Polish subsidiary. The fate of 

the rest of the workers is then pretty much 

sealed. 

What is allowed before consolidation? 

The hypothetical fact situation described rais-

es a number of questions. The most im-

portant of them is whether such a global 
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agreement can effectively define the number 

of employees who will be “transferred” 

(whether automatically, i.e. under Polish law 

pursuant to Art. 231 of the Labour Code, or 

on the basis of offers of employment present-

ed and accepted, which in practice results in 

dissolution of their employment relationship 

by agreement of the parties in connection 

with receiving an offer of employment from  

a new employer). 

The answer to this question is generally nega-

tive. Pursuant to the established case law of 

Supreme Court of Poland under Labour Code 

Art. 231 and of the Court of Justice of the 

European Union under the Transfers of Un-

dertakings Directive (2001/23/EC), contrac-

tual specification or modification of the num-

ber of employees subject, in this case, to 

transfer by operation of law to the newly es-

tablished employer should be regarded as 

ineffective against the employees. In Poland, 

conducting layoffs of employees under these 

conditions will carry a high risk of violation of 

Labour Code Art. 231 §6, under which trans-

fer of the workplace or part of the workplace 

cannot provide grounds justifying termination 

of employment by the employer.  

Nonetheless, the business and operational 

purposes of the newly established joint ven-

ture typically require conclusion of an agree-

ment structured in this way. This is because 

the optimal business operations of the newly 

established entity will require a certain num-

ber of people employed at specific positions, 

and not one person more. 

Risk reflected in costs 

So is there any room for manoeuvring? Cer-

tainly. One avenue to consider is termination 

of employment e.g. by agreement of the par-

ties, ideally at the request of the employee 

(which typically requires additional financial 

incentives). Even that is not a risk-free ap-

proach, however (for reasons that go beyond 

the scope of this article).  

The stated grounds for termination could be 

entirely unrelated to transfer of the workplace 

or part of the workplace, but if the employee 

appeals to the labour court it may be difficult 

indeed for the employer to defend these 

grounds.  

Even lawyers with many years of practice can 

be surprised at their clients’ willingness to 

accept a high level of risk in this respect. They 

treat the risk as entirely secondary to the 

business targets of the transaction. This clear-

ly depicts the demands and realities of the 

contemporary economy.  

Traps in selection of employees 

The next question we must ask under these 

hypothetical facts is whether, prior to estab-

lishment of the joint-venture company, each 

of the existing employers can select which of 

its own employees will be laid off (including 

through group layoffs) based on specified 

“business and operational needs,” that is, us-

ing criteria determined independently by each 

of the employers.  

The answer is not obvious, and the problems 

only escalate. We should bear in mind that 

competing entities are involved, which means 

that difficulties in communicating should be 

expected, as well as a lack of trust and a disin-

clination or inability to share employment 

procedures (e.g. in terms of the employee 

evaluation systems applied by the employers). 

On top of that, the systems and criteria for 

employee evaluation applied in the past by 

each group may be entirely incompatible.  

Lawyer and HR consultant 

So the situation does seem to be heading to-

ward stalemate. Even the most skilfully con-

ducted process for establishing the criteria for 

selecting employees to move to the newly 
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created employer (which for the staff not 

chosen will mean de facto group layoffs) will be 

subject to a substantial risk of being found to 

be illusory, because the only authentic criteri-

on would be the business and operational 

needs of the newly created company, not 

those of the existing employers. 

Here an additional challenge arises for legal 

advisers involved in such transactions. They 

need to balance the risks that have been sig-

nalled with the proposal (if possible) of inno-

vative and creative solutions enabling the cli-

ent to implement its ultimate business model. 

Such measures often extend beyond the tradi-

tional understanding of legal advice and shade 

more into the field of HR consulting. But 

lawyers handling employment matters must 

have this knowhow in order to meet the de-

mands of today’s clients. 

So what options are there? Either conducting 

layoffs before establishment of the joint-

venture company, but based on uniform and 

consistent selection criteria established by all 

of the employers, or conducting such layoffs 

after creation of the new employer (the longer 

after it is created the better), only after all of 

the staff of the existing employers become 

employees of the new company. The latter 

solution is optimal in terms of the ability to 

make an objective comparison of the useful-

ness of the employees for the company that is 

now in operation, considering the synergies as 

well as any problems connected with combin-

ing several groups of staff in a new entity. 

Permissible external support 

It should be borne in mind here that an em-

ployer conducting layoffs for economic rea-

sons (not attributable to the employees), and 

thus for example in the case of a merger of 

the operations of companies through creation 

of a joint-venture company, must be able to 

prove that it applied fair and objective criteria 

in selecting staff for layoffs and considered all 

employees affected by the reasons forcing it 

to terminate employment. If rules for pro-

ceeding are established, particularly criteria for 

selecting staff to be laid off, they should also 

be applied consistently to all employees. Any 

departures from the adopted rules require 

strong and persuasive justification.  

Particularly interesting and helpful in this con-

text is the judgment of the Supreme Court of 

Poland of 1 June 2012 (Case II PK 258/11) 

concerning the employer’s right to establish 

criteria for selection of employees for termi-

nation in group layoffs. 

This ruling was issued in a situation where, in 

connection with a planned reorganisation and 

consolidation of the sales departments of two 

companies, an evaluation of the competencies 

of the employees of the two companies was 

conducted for the purpose of selecting staff 

to be laid off. In the area analysed by the 

court, there were three sales reps working for 

each of the consolidating companies. The 

consolidation resulted in duplication of cov-

erage of their regions, requiring a reduction in 

the number of sales reps accordingly. The 

evaluation programme was conducted by an 

outside firm, which prepared the methodolo-

gy for assessment of the employees based on 

its own knowhow in this field. The external 

advisers decided to use an assessment centre 

approach. 

The court permitted the employer to use as 

the sole criterion for selection of staff to be 

laid off an assessment of the employees’ 

competencies that were relevant from the 

point of view of the employer, ignoring other 

criteria deemed less important, such as their 

previous career path, length of employment, 

professional experience or formal qualifica-

tions (education).  
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This means that an employer is entitled to 

establish criteria for selecting staff to be let go 

in group layoffs so that the employees pos-

sessing the characteristics (competencies, atti-

tudes and skills) most desired by the employer 

under the new, post-consolidation circum-

stances are retained. 

The court’s positive assessment of the role of 

external firms in this process is hugely im-

portant in practice, particularly when it comes 

to external firms offering services such as 

assessment centre, enabling a comprehensive 

and objective evaluation of employees and 

selection of staff for layoffs in a manner that 

is uniform across both of the merging entities. 

Based on this ruling, an employer choosing 

staff to be laid off may rely if it wishes exclu-

sively on an assessment by professional advis-

ers specialising in evaluation of employees’ 

competencies and capable of conducting an 

objective evaluation based on a developed 

methodology. 

An additional advantage of this approach is 

the confidentiality offered by an outside ser-

vice provider—essential when the new em-

ployer is being established by companies who 

are currently strong competitors on the same 

market. The employers involved would natu-

rally expect the external advisers to sign  

a strongly worded non-disclosure agreement. 

Practice will show whether the use of assess-

ment centre services gains in popularity in 

such cases. As the reader may surmise, the 

considerations are not entirely theoretical. 
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